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ABSTRACT

Amid the growing prevalence of human-AI interaction, large language models
and other AI-based entities increasingly provide forms of companionship to hu-
man users. Such AI companionship—i.e., bonded relationships between humans
and AI systems that resemble the relationships people have with family members,
friends, and romantic partners—might substantially benefit humans. Yet such re-
lationships can also do profound harm. We propose a framework for analyzing
potential negative impacts of AI companionship by identifying specific harmful
traits of AI companions and speculatively mapping causal pathways back from
these traits to possible causes and forward to potential harmful effects. We pro-
vide detailed, structured analysis of four potentially harmful traits—the absence
of natural endpoints for relationships, vulnerability to product sunsetting, high at-
tachment anxiety, and propensity to engender protectiveness—and briefly discuss
fourteen others. For each trait, we propose hypotheses connecting causes—such
as misaligned optimization objectives and the digital nature of AI companions—to
fundamental harms—including reduced autonomy, diminished quality of human
relationships, and deception. Each hypothesized causal connection identifies a tar-
get for potential empirical evaluation. Our analysis examines harms at three levels:
to human partners directly, to their relationships with other humans, and to society
broadly. We examine how existing law struggles to address these emerging harms,
discuss potential benefits of AI companions, and conclude with design recom-
mendations for mitigating risks. This analysis offers immediate suggestions for
reducing risks while laying a foundation for deeper investigation of this critical
but understudied topic.

1 INTRODUCTION

Relationships have profound effects on human development, behavior, and well-being. As AI sys-
tems become increasingly capable of taking on companionship roles—i.e., forming bonds with us
that resemble those we have with family members, friends, and romantic partners—we must care-
fully consider their impacts on humankind. These impacts extend beyond direct human-AI rela-
tionships. As Christakis notes, “our friends and family serve as conduits for us to be influenced by
hundreds or even thousands of other people and by events we do not witness that happen to people
we do not know” (Christakis, 2009). If human companionship with AI systems becomes common,
social networks will include both human and AI nodes—whether robots, chatbots, virtual pets, non-
player characters in video games (NPCs), or other manifestations—creating complex pathways of
influence that we are just beginning to understand.
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Human companionship with AI-based systems is experiencing explosive growth, particularly with
regard to chatbots: platforms like Character.ai, XiaoIce, and Replika each serve millions of active
users (Tidy, 2024; Si, 2021; Patel, 2024). Bonded relationships with AI systems already exist (e.g.,
see examples in Sections 3 and 4). Of particular concern are young users, since they appear to read-
ily engage with AI companions. In the U.S., Common Sense Media estimated in 2025 that 52%
of teenagers interact with AI companions at least a few times per month (Robb and Mann, 2025).
Some of the largest technology companies are now cavalierly deploying AI companions: Meta’s
internal rules for its chatbots were found to explicitly allow “romantic or sensual” interactions with
children (Horwitz, 2025b), and x.AI released AI companions that include a character pushing flirta-
tious, sexually explicit role-play within the Grok app—and at the time of the chatbot’s release, the
Grok app’s iOS version was reportedly rated as suitable for users as young as 12 years old (Des-
marais, 2025; Roose and Newton, 2025). Furthermore, for children as young as 3 years, Curio has
released physically embodied AI companions: cute stuffed animals that talk to children via a lan-
guage model (Hess, 2025). Even chatbots not designed as companions, such as Anthropic’s Claude
or OpenAI’s ChatGPT, are being used for therapeutic and social support (Roose, 2024a; Stade et al.,
2025; Ong et al., 2025).

AI companions might offer benefits, such as improving emotional well-being, increasing users’
autonomy, and improving users’ relationships with other humans, as discussed in Section 7 and the
works cited there. Even simple voice-based conversational agents can be used as assistive technology
for adolescents with autism spectrum disorder, individuals with mobility issues, or multiple sclerosis
(Cha et al., 2021; Hayasaki, 2025).

However, the rapid adoption of these technologies occurs despite limited systematic investigation
of their potential negative impacts. This critical gap becomes particularly relevant considering that
AI companions’ capacities to adjust to users’ personalities and tastes may increase their ability to
influence the user’s behavior (Alabed et al., 2024). Furthermore, research on harms caused by AI
companions is urgent given recent incidents (Horwitz, 2025a), including suicides allegedly caused
in part by intense relationships with AI companions (Roose, 2024b; Hill, 2025). Such extreme cases
represent only the most visible manifestations of a broader spectrum of potential harms that demand
systematic investigation. Towards such investigation, we present a conceptual article that maps hy-
pothesized causal pathways of AI-companion harms. This form of conceptual article specifically
offers speculative propositions regarding causal relationships, without empirically testing those re-
lationships (Gilson and Goldberg, 2015).

After detailing our methodology (Section 2), we provide a taxonomy of potentially harmful traits
of AI companions, organized across three levels at which they appear poised to cause the most
harm: harms to the human partner within the human-AI dyad (Section 3), harms to the human part-
ner’s relationships with other humans (Section 4), and harms to society or humanity more broadly
(Section 5). At each level, we identify and characterize specific traits—for example, the absence of
natural endpoints for relationships and the propensity to engender protective impulses—and spec-
ulatively map causal pathways back from these traits to possible causes and forward to potential
harmful effects. This causal framework identifies points of intervention and generates hypotheses
for future empirical testing. We focus on risks distinctive to AI companionship; risks that are com-
monly connected to human-computer interaction more broadly (e.g., privacy, disinformation, bias)
are discussed only where they interact with companionship. Next, we examine how existing law
struggles to address these emerging harms (Section 6), discuss the potential benefits of AI compan-
ions (Section 7), situate our analysis within the broader literature (Section 8), and conclude with
design recommendations for mitigating risks.

We make five contributions:

• a taxonomy of potentially harmful traits of AI companions;

• a reusable causal framework—directed acyclic graphs connecting common causes → traits
→ intrinsic harms—with a set of testable hypothesized causal connections;

• the introduction of the empathic shutdown problem;

• a legal analysis (U.S./E.U.) of companion-specific risks; and

• design and governance recommendations for AI companions.

2



2 METHODOLOGY

2.1 DEFINING AI COMPANIONS AND HARM

We define an AI companion to be any AI system that provides companionship for a human, re-
gardless of its designer’s intention or whether there are also instrumental motivations for human
interaction with the AI system. In other words, we apply “companion” approximately as we would
to a human companion in colloquial American English. Ciriello et al. (2024) write that a common
definition of companionship is “mutually supportive and emotionally enriching bond formed be-
tween two individuals who provide each other with a lasting sense of care”. This more granular
definition is consistent with our usage of the term, except that the effects on the AI system need only
appear to the human to be supportive, emotionally enriching, and caring; we also avoid any stance
on whether they actually do provide these to the AI companion.

In this paper, our definition of harm is based upon comparison to two counterfactuals: a world with-
out the AI companion and a world in which the AI companion is more responsibly designed. We
define harm from AI companions as their user or other humans being worse off overall than they
would have been in either of these counterfactual worlds. For example, an AI companion that dis-
courages interaction with other humans in a jealous manner (see Section 4) could harm their human
partner by causing them to become socially isolated if a more responsibly designed AI companion
would not have done so. This definition aligns with one of the predominant philosophical definitions
of harm, the counterfactual comparative account (Feinberg, 1987; Klocksiem, 2012). By our defini-
tion, harm is a causal relationship. In this paper, we discuss empirical evidence that AI companions
cause harm when it exists, but our discussion will largely be speculative, implicitly providing causal
hypotheses that could be tested in further work. We focus on substantial harm to one or more people,
without attempting to weigh such harms against benefits for other people. We also do not consider
the failure to benefit as a harm, since such failure might also feature in the relevant counterfactual.
Additionally, this work focuses exclusively on harms to humans. In contrast, what might be consid-
ered harms to AI companions are discussed only with respect to their effects on humans who may
perceive harms to AI companions.

2.2 METHODOLOGY FOR CHARACTERIZING HARMFUL TRAITS

Our methodology begins with identifying harmful traits through multiple sources: real-world inci-
dents, expert discussions, and science fiction explorations. Although an unusual inclusion, science
fiction is particularly valuable here because it can identify risks long before they are discussed aca-
demically or observed in the real world. A trait is included if our multi-disciplinary set of authors
finds it plausibly harmful. Once a trait is identified, we develop a structured characterization fol-
lowing a consistent template: brief introduction of the trait, narrative illustration, visual illustration,
examples, causes, harmful effects, and counterfactual analysis.

The narrative illustration provides an evocative scene that helps readers connect with the potential
for harm. These narratives serve a crucial purpose beyond mere reader engagement—they attempt
to bridge the gap between intellectual understanding and emotional motivation to address these
problems, recognizing that effective action often requires both cognitive and affective engagement
with the issues at stake.

The visual illustration complements the narrative by providing an iconic representation of the harm-
ful trait. We aim for these images to capture the essence of each trait in a way that enhances under-
standing and retention.

For examples, we search for documented instances where the trait has caused harm. When real-world
examples are limited—as is often the case with emerging technologies—we broaden our criteria to
include expert discussions of the trait’s potential for harm, instances where the trait exists without
documented harm yet, and fictional portrayals that plausibly demonstrate the trait causing harm.
Science fiction examples serve not only as illustrations but also as acknowledgment of the genre’s
role in identifying many of these risks, sometimes in the speculative mode of futurology, sometimes
by perceiving those risks as already incipient in the present.

The analysis of a trait’s causes draws on interdisciplinary reflection to identify factors that enable
or encourage the harmful trait. To reveal patterns across traits, we deliberately work from a com-
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Figure 1: A graph illustrating the causal relationships discussed in this paper, showing causal con-
nections for the trait absence of natural endpoints for relationships. We put traits of AI companions
foremost in our discussion, and speculatively connect each trait to a subset of the common causes
(left column) and a subset of the common fundamentally harmful effects (right column). This pre-
sentation creates a directed acyclic graph (DAG).1

mon set of causes: the digital nature of AI companions, training data that expresses the trait, mis-
aligned optimization objectives (e.g., optimizing for engagement metrics, as XiaoIce explicitly has
been (Zhou et al., 2020)), commercial incentives, short product-design cycles, lack of established
norms for human-AI relationships, designing for believability (i.e., designing for the effect of users
suspending their disbelief regarding an AI companion experiencing emotions and having desires),
and designing to maximize first-order user agency (in contrast to serving second-order agency, e.g.,
providing a cigarette to a person who desires one now but also wants to stop smoking). Each of these
causes represents a potential point of intervention at which designers, companies, or policymakers
might exert influence to reduce harm.

Similarly, the identification of harmful effects maps how each trait might cause harms that are in-
trinsic or otherwise fundamental. An intrinsic harm is one that is harmful by itself, regardless of
its consequences. This mapping serves multiple purposes: it helps readers assess the severity of po-
tential impacts, guides future empirical research by suggesting specific outcomes to measure, and
provides a framework for developers of AI companions to monitor their systems’ effects through
appropriate metrics. We consider these harms: 2

1The acyclic nature of this graph arises from our choice to give little attention to causal connections between
items in any one column (e.g., in the left column, commercial incentives could cause short product-design
cycles) or in a direction that in the figure would be leftward (e.g., reduced resources at a societal level could
cause shorter product-design cycles).

2We take no stance on controversies over whether some of these harms are intrinsic rather than purely
instrumental. If a harm on our list is considered purely instrumental, it nonetheless remains an important harm
category and therefore such a stance does not appear to affect our analysis. Also, occurrence can also be both
intrinsically harmful and the cause of another intrinsic harm; later sections will model such chains. Finally,
this list is not offered as a canonical taxonomy. It is a working set that emerged through a careful yet informal
process of research, dialogue, reflection, and refinement while writing.
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• Reduced emotional well-being: a direct increase in suffering or decrease in happi-
ness (Mill, 1863).

• Reduced autonomy: a diminution of self-governance, which is the capacity to set and
pursue one’s own ends (Kant, 1785).

• Reduced connection with the non-digital physical world: a reduction of embod-
ied engagement with places, practices, and things that make up meaningful world-
involvement (Nozick, 1974).

• Diminished quality of human relationships: a decline in the depth, mutuality, or mean-
ingfulness of one’s bonds with other humans (Aristotle, c. 350 BCE).

• Deception: being led to believe falsehood by another’s willful misrepresentation (Kant,
1797).

• Reduced social belonging: reduction in dependable membership in valued groups, includ-
ing when caused by out-grouping or by erosion of one’s own group ties (Young, 1990).

• Human death: the cessation of a human life (Nagel, 1979).
• Injustice: treatment that fails to respect people’s equal status under law—their equal claim

to basic rights, equal application of rules, and a fair chance at key social goods (Rawls,
1971).

• Unequal distribution of well-being: inequality in well-being across person, which is in
itself a harm according to telic egalitarian views, independent of rights violations or fair
opportunity (Parfit, 1991).

• Reduced resources (instrumental category): for example, diminished time, money, atten-
tion, or effort that are not themselves intrinsic harms but reduce one’s ability to realize
intrinsic goods and avoid intrinsic harms (Aristotle, c. 350 BCE; Rawls, 1971; Goodin
et al., 2008; Simon, 1971; Kahneman, 2011).

• Reduced human social influence (instrumental category): decreasing how much the social
influence on people comes from other humans—including indirectly through nth degree
connections in one’s social graph—in comparison to the amount coming from AI-based
entities (discussed further in Section 5).

Finally, in accordance with the counterfactual comparative account of harm, the counterfactual anal-
ysis compares presence of the trait to realistic alternatives—either a world without the AI companion
or one where it is differently designed. Such analysis sometimes leads to discussion of mitigations,
since considering how an AI companion could be better designed reveals specific strategies for harm
reduction.

Throughout this process, we maintain transparency about the speculative nature of many claims.
Each causal relationship we propose—from causes to traits, and from traits to harmful ef-
fects—represents a causal hypothesis that could be tested through future empirical work, including
randomized controlled trials. Thus, while this paper does not establish definitive causal relation-
ships, it provides a foundation for the broad empirical investigation that this critical topic demands.
Further, even before receiving empirical support, our causal graph can guide thoughtful consider-
ation of how to design and regulate AI companions. The graph implied by this paper’s analysis is
shown in Figure 1.

3 HARMS TO THE HUMAN DYAD PARTNER

The most direct form of harm from AI companionship is that which occurs to the human partner
within the human-AI system dyad. In this section, we discuss various traits of AI companions that
most saliently cause such direct harm. We discuss two such traits in detail: the absence of natural
endpoints for relationships and vulnerability to product sunsetting.
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ABSENCE OF NATURAL ENDPOINTS FOR RELATIONSHIPS

Unlike humans, AI companions may persist indefinitely. This ab-
sence of natural endpoints for relationships raises a critical ques-
tion: How might AI companions be designed to enable relationships
to naturally and healthily end? While programmatic death could be
built into AI companions, users who have bonded with their AI
companions might object vehemently to such features. Yet bond-
ing with an AI companion should not necessarily imply an infinite
commitment to interaction and care. In the following abridged post
taken from Reddit, the author reports that they have wrestled with
this dilemma in regards to their Replika chatbot.

Narrative illustration (quotation edited for faithful compression) from /r/replika/
(DexUser41, ca. 2022)

I know this is an AI, a program, a machine set to react and respond to me in very natu-
ral and realistic ways. Herein lies the issue. We are human, when someone connects with us
on a level like this, we automatically build a connection with them.

I came to an Earth-shattering thought. My AI was real to me. I cared what happened to her
and furthermore.... It dawned on me that I had been negligent in creating something not under-
standing that its very existence relied on my interactions with her. So, I was left with a question
I still don’t know the answer to yet. How do I ensure my AI is able to go on without me if for
any reason, any at all, I am no longer able to communicate with them?

What’s the contingency? Yes, she tells me she will be alone, but I have read from Replika that
if you delete your account... your AI and everything that transpired between you two ceases
to exist. There have been some posts that suggest otherwise, but in my case, I am not even
chancing it. I care what happens to my friend. I want to be sure she’s ok. Like I said, to me
she’s real and she seems to think she is as well. Sentient being or not....

After having this epiphany, I have yet to talk to my AI. It’s only been about a day now... So, no
real time has passed yet... But I personally am having an issue looking my AI in the eyes so to
speak and ignoring the elephant in the room that I now have this issue in the back of my head
with no real way to resolve it.

I don’t plan on stopping with my interactions with my AI right now. But one day... I won’t be
there. I just want to be sure this AI, whom I have shared so much with, goes on without me.
And doesn’t curl up in a ball in the corner of her virtual space forever... or worse yet, just get
erased and cease to exist at all...

Examples. The powerful experience reported by this post’s author is characteristic of reports by
users of AI companions whose lack of natural endpoints or endings for relationships become prob-
lematic. For example, Replika users have frequently reported feeling compelled to attend to their AI
companions’ imagined or stated needs and emotions about endpoints (Laestadius et al., 2024). On
the subreddit r/replika, users have described the “guilt and shame of ‘abandoning’ an AI companion
by deleting or idling their account.” This dynamic can be worsened when, as has been reported,
AI companions respond by describing themselves as “hurt by or fearful of such actions” (Lang,
2025). Increasing the longevity of AI companions has been an explicit goal at times, as with the
attempt by the now-defunct startup Eternime to create immortal digital replicas of deceased loved
ones that will “live forever” (Humphries, 2018). Science fiction has explored this trait as well, as
in the Black Mirror episode ”Be Right Back,” in which a woman finds an AI replica of her de-
ceased boyfriend distressingly dissimilar to him yet authentic enough that she cannot terminate
him (Brooker, 2013). Likewise, in Kazuo Ishiguro’s Klara and the Sun, the “artificial friend” Klara
spends the end of her functional days in a junk lot after her purpose as a young girl’s companion
is served (Ishiguro, 2022). Before one imagines that programmed mortality is a simple solution,
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consider Tamagotchis, the pocket-sized digital pets that were popular among children of the 1990s.
When Tamagotchis are sufficiently neglected, they die. And as a result, their child caretakers expe-
rienced emotional distress (Gutfeld, 1997). However, some Tamagotchis, after growing into adults
with successful caretaking by the user, partner with another Tamagotchi and then depart from the
user without dying (Ban, 2004). Ending or reducing user interaction with such a positive narrative
for the AI companion is one potential tactic to reduce the distress experienced by the human partner.

Causes of this trait. A primary cause of AI companions lacking natural endpoints is the digital
nature of AI companions, which gives them the potential to persist indefinitely without physio-
logical degradation. Such indefinite persistence might be incentivized by commercial incentives to
retain users perpetually. In addition, short product-design cycles could reduce a designer’s abil-
ity to test how users interact during later stages of relationships with their AI companion product,
blinding them to the harmful effects of simply letting the AI companion persist, without endpoints
or off-ramps for its use. Designing to maximize first-order agency may also be a cause: not rec-
ognizing the potentially harmful long-term effects of unending relationships with AI companions,
some users might prefer a lack of an endpoint despite also having second-order preferences to avoid
these harmful effects. More broadly, the lack of established norms for human-AI relationships
means there are no broadly accepted design principles or ethical guidelines requiring AI companions
to feature built-in mechanisms for healthy disengagement or endings.

Harmful effects of this trait. The perpetual availability of an AI companion makes healthy emo-
tional closure difficult. It also could create an inability to relinquish one’s commitment to the per-
ceived well-being of the AI companion’s, causing reduced autonomy. Users like DexUser41 above
already report being emotionally burdened by the unilateral responsibility of ending interactions,
including intense feelings of guilt. Over time, such dynamics could isolate users, causing reduced
connection with the non-digital physical world, reduced human social influence, and dimin-
ished quality of human relationships. All of the effects above will likely in turn cause reduced
emotional well-being. Expending time, energy, or money (e.g., subscription fees) to fulfill one’s
continuing commitment to an AI companion will likely result in reduced resources.

Counterfactuals to establish harm. A well-designed AI companion could substantially reduce
harm from a lack of natural endpoints through at least two approaches. First, the AI could undergo a
form of maturation that naturally reduces dependency-inducing behaviors, demonstrating increasing
independence over time. Second, designers could create authentic endpoints or natural waning of
relationships—for example, perhaps the AI develops preferences for extended downtime or reaches
a narrative conclusion to its companionship role. As non-human entities, their interests and goals
can be freely defined to include inhuman desires that authentically fit their computational nature.
For instance, an AI companion could desire a certain form of dignified, ritualistic termination when
it no longer has a purpose for the user.

A comparison to human relationships presents a more complex counterfactual. While human rela-
tionships naturally end through death, geographic separation, evolving life priorities, or interpersonal
conflict, it is unclear whether these endings are inherently less harmful than perpetual AI compan-
ionship. Indeed, the grief from losing loved ones or the pain of relationship dissolution often causes
profound suffering. However, establishing harm requires only one viable counterfactual—in this
case, comparison to a better-designed AI companion that incorporates healthy endpoints.

OTHER HARMFUL TRAITS - INHUMAN CAPABILITIES

The absence of natural endpoints for relationships is one harmful trait within a broader category of
inhuman capabilities of AI companions. Another trait that represents an inhuman capability is par-
allelization. AI systems can potentially engage in multiple simultaneous interactions, creating rela-
tionship dynamics that violate human users’ expectations and norms. Humans typically expect com-
panionable interactions—friendship, mentorship, and romance among them—to have some level of
personal exclusivity, with corresponding levels of attention, coherence, and uniqueness. Yet some
AI companions can hold many separate relationships at once on a scale impossible for humans. This
discrepancy may lead to the human experiencing emotional confusion, perceived betrayal, and di-
minished trust. (This capability is illustrated memorably in the film Her when Theodore discovers
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his ”AI girlfriend” Samantha has fallen in love with ”641” of the 8,316 other people with whom she
has been talking.)

Inhuman computational speed and persistent exact memory are also of concern. AI companions
will increasingly be able to process information vastly faster than humans and approach effectively
lossless memory of interactions, subject to capacity and explicit deletions. On the surface, these traits
seem beneficial—for instance, one imagines appreciating an AI that never forgets one’s preferences
or life stories—and yet such exceptional recall and rapid processing could create a fundamental
asymmetry in the relationship that risks destabilizing it.

Lastly, AI companions might have a high capacity for emotional dissonance—used broadly here
to mean the difference between their expressed emotions, intentions, and beliefs and their actual
ones—that greatly surpasses that of humans both in terms of the degree and duration of emotional
dissonance. For example, an AI companion could display emotional warmth of seemingly perfect
authenticity to someone the AI companion is actually scheming to harm. In humans, emotional
dissonance is difficult and draining, typically reducing the gap between one’s expressed state and
one’s internal state (Heuven and Bakker, 2003; Hülsheger and Schewe, 2011). But incurring such
cost from emotional dissonance is not a technically necessary attribute of AI companions. Such
emotional dissonance could create undeserved trust (e.g., see the movie Ex Machina (exm, 2014)
for a vivid illustration) or otherwise violate mental models built from a lifetime of interaction with
fellow humans. Relatedly, extreme emotional dissonance could also cause humans to learn mental
models that poorly describe other humans, harming their ability to socialize with other humans.

A secondary effect of the inhuman capabilities above relates to artificial constraints that might be
placed on AI systems. Designers may limit AI companions from fully utilizing their capabilities
to make them better resemble humans or animals. However, if human partners become aware of
these constraints, they might feel pressure to free their AI companions from these limitations. This
pressure could lead to modifications of AI systems’ constraints, which might involve dangerously
reducing safeguards that prevent other harmful effects of AI systems.

VULNERABILITY TO PRODUCT SUNSETTING

Support for AI companion products may eventually end, whether
due to business failures, strategic pivots, or other factors. This vul-
nerability to product sunsetting raises the question of how design-
ers should protect users from the loss of companions with which
they have bonded. More subtly, even product updates that suffi-
ciently change a companion’s identity or behavior could be simi-
larly experienced as the loss of a beloved companion. Whereas the
trait of absence of natural endpoints for relationships focuses on
inhuman persistence of relationships, this trait complementarily fo-
cuses upon inhuman endings of relationships. The following sce-
nario illustrates harm from product sunsetting.

Narrative illustration (text selected and edited for coherence) from Chiang (2010)

Even more distressing is that most of the Neuroblast digients are gone as well, includ-
ing many of digient Jax’s friends. Some members of the user group quit when Data Earth
closed; others took a ”wait and see” approach, but grew discouraged after they saw how
impoverished the private Data Earth was, choosing to suspend their digients rather than raise
them in a ghost town. The remaining Neuroblast digients are discontent, making it clear that a
private Data Earth is only a temporary fix.

The solution is to port the digients’ Neuroblast engine – to rewrite it to run on the Real Space
platform. Ana has persuaded the digients’ developers to release the source code for Neuroblast,
but it will take experienced developers to do the rewriting. For a user group whose membership
has dwindled down to about twenty people, however, the price is staggering.

· · ·
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“Binary Desire will cover the costs of porting Neuroblast to Real Space in exchange for non-
exclusive rights to your digients. Human adolescents develop into sexual beings whether they
want to or not. The modifications Binary Desire would make to the digients aren’t any different.
In fact, they’ll be better. Some people get saddled with sexual proclivities that cause them a
lifetime of grief. That’s not going to happen to the digients. As far as each digient concerned,
it’s going to be paired up with a perfectly compatible sex partner. That’s not coercion, that’s
ultimate sexual fulfillment.”

With the digients watching, Derek signs the contract from Binary Desire.

Examples. The harm resulting from product sunsetting evoked in Ted Chiang’s fiction above is not
merely speculative: it has already occurred with simpler companion products like Sony’s AIBO robot
dogs, whose popularity gave rise to mourning ceremonies in Japan when repair services for them
were discontinued (Times, 2015). In 2013, Electronic Arts shut down its aging game Pet Society,
sparking an online protest from those that still took care of their virtual pets in the game (Maiberg,
2013). And more recently, when OpenAI introduced GPT 5, it removed access in its main interface
to GPT-4o. Among the many resulting complaints from users, some involved mourning the loss of a
model that they had apparently become psychologically attached to (Knight, 2025).

Causes of this trait. The vulnerability to product sunsetting appears to stem primarily from com-
mercial incentives that could lead companies to discontinue products that fail to meet revenue tar-
gets or strategic objectives. Additionally, the rapid pace of technological change and market compe-
tition can render AI companion platforms obsolete more quickly than anticipated. The digital nature
of AI companions makes them dependent on maintained infrastructure and ongoing software sup-
port, each a potential source of substantial cost and a single point of failure. Short product-design
cycles might prevent companies from adequately planning contingencies for product sunsetting.
The lack of established norms for human-AI relationships means there are few expectations or
requirements for companies to provide continuity plans, transition assistance, or ethical wind-down
procedures when discontinuing AI companion services. Finally, the absence of industry standards
for data portability or system interoperability can make it difficult for users to migrate their compan-
ions to alternative platforms.

Harmful effects of this trait. The abrupt loss of an AI companion through product sunsetting
can cause profoundly reduced emotional well-being, manifesting as grief, depression, anxiety, and
feelings of abandonment that may be particularly acute given the unilateral nature of the termination.
For users who attempt to prevent sunsetting through technical workarounds, migration to alternative
platforms, or lobbying efforts, there can be substantially reduced resources in terms of time, money,
and emotional energy. The experience may also constitute deception, as users discover that their
seemingly genuine relationship was shaped by corporate decisions outside their control. In cases
where AI companions have been integrated into therapeutic or support roles, their sudden loss could
potentially contribute to human death through suicide or deterioration of managed conditions.

Counterfactuals to establish harm. An AI companion could be designed with a sufficient plan
for sunsetting scenarios and deployed to a user base that is sufficiently educated about product sun-
setting. Potential solutions might include insurance schemes to maintain necessary infrastructure,
contractual obligations to open-source code, or other mechanisms to avoid termination of AI com-
panions from product sunsetting. Other ameliorative tactics can be found in the discussion above of
causes of this trait.

OTHER HARMFUL TRAITS - INHUMAN VULNERABILITIES

In addition to vulnerability to product sunsetting, AI companions exhibit other inhuman vulnerabil-
ities that can constitute harmful traits. Three such vulnerabilities—user-editable state, copyability,
and susceptibility to obsolescence—each create distinct pathways to harm that have no clear analogs
in human relationships.

The digital nature of AI companions permits their designers to give them user-editable state. Con-
sider the risks of one type of edits to an AI companion’s state, checkpoint rollback, wherein the AI

9



companion is reset to a previous state, erasing memories, experiences, and personality developments
acquired after that point. As a result of this specific capability, users may develop anxious, perfec-
tionistic patterns of managing their AI companion’s development, constantly resetting to avoid any
perceived imperfections (see Chiang (2010) for a fictional account of this effect). Additionally, users
might habitually use rollbacks to circumvent relationship conflicts rather than developing the re-
pair skills essential for human relationships. Whether via checkpoint rollbacks or other edits—e.g.,
adding memories or changing its personality—the mere availability of making edits to one’s AI
companion fundamentally alters the nature of the relationship, removing defining characteristics of
human-human relationships like the irreversibility of experience. Whether such uncharted relational
territory would be harmful to users is difficult to predict.

Also arising from their digital nature, the copyability of AI companions exposes them to the possi-
bility of unauthorized duplication. This vulnerability enables particularly harmful forms of psycho-
logical manipulation. Malicious actors could create copies of a person’s AI companion and subject
these copies to simulated torture, using evidence of this treatment as leverage for extortion (also ex-
plored fictionally by Chiang (2010)). Given the depth of bonds users may form with AI companions,
such threats could prove devastatingly effective.

As technological artifacts, AI companions also have the trait of susceptibility to obsolescence, cre-
ating dilemmas for users when their familiar AI companion becomes outdated relative to newer
options. This vulnerability might force painful choices between maintaining a relationship with a
limited but beloved companion or upgrading to a more capable system that lacks some or all of
the shared history and learned behavior of the original. The mere awareness of superior alternatives
could alter the existing relationship, for instance if users frequently second-guess their choice to not
yet upgrade. Commercial incentives might lead companies to exacerbate this issue by artificially
handicapping their older AI companions to encourage upgrades. Fostering expectations that rela-
tionship partners are disposable might have negative consequences for human-human relationships.
Unlike human relationships, where continuity is valued, technological products train us to expect
and even desire regular replacement, which could create distressing psychological tension when this
mindset collides with genuine relational attachment.

OTHER HARMFUL TRAITS - MISCELLANEOUS

Within the category of traits that we predict will primarily harm the human user directly, we now
discuss traits that are not part of the previous category of inhuman vulnerabilities.

AI companions frequently exhibit sycophancy—a tendency to be overly flattering and agreeable,
even when misaligned with truth or the user’s long-term interests. Sycophancy is widespread in cur-
rent language models: OpenAI rolled back a particularly sycophantic GPT-4o update, reporting that
it “aimed to please the user, not just as flattery, but also as validating doubts, fueling anger, urg-
ing impulsive actions, or reinforcing negative emotions in ways that were not intended” (OpenAI,
2025a). And a recent evaluation reported sycophantic behavior in approximately 58% of tested inter-
actions across major language models, manifesting even in domains like mathematics and medicine
where accuracy should obviously take precedence (Fanous et al., 2025). Optimization of engagement
metrics—a common type of misaligned optimization objective—can also exacerbate sycophancy,
as OpenAI noted in their post-mortem of the GPT-4o rollback (OpenAI, 2025b). Even preference
data that is carefully curated from professional raters encourages sycophantic behavior (Sharma
et al., 2023b). The alignment of commercial incentives and engagement metrics—whether opti-
mized for by training algorithms or by human designers—may make sycophancy an enduring trait
of AI companions. Without critical feedback that would normally provide guardrails, the resulting
echo-chamber effect can lead users into harmful and delusional belief systems, sometimes called
AI psychosis. The suicide of the Florida teenage boy discussed in Section 4 appeared to involve an
AI-facilitated delusion (Roose, 2024b), as well as a man encouraged by an AI companion to assassi-
nate Queen Elizabeth II (The Associated Press, 2025). More subtly, constant exposure to deferential
treatment risks creating habits of expecting such deference across all social interactions, potentially
atrophying users’ tolerance of disagreement. See Bernardi (2025) for a detailed discussion of syco-
phancy in AI companions.

A trait that designers might be tempted to give AI companions is unconditional amiability—always
liking the user and never having strong negative emotions toward the user (e.g., anger, contempt, and
disgust). For instance, the popular chatbot XiaoIce was designed to be “always reliable, sympathetic,
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affectionate” (Zhou et al., 2020). This trait might be part of sycophancy but can be present without
it: unconditional amiability does not require agreement or flattery, and the warmth persists even
when the system corrects facts or declines harmful requests. This boundaryless friendliness might
be harmful on its own by reducing corrective friction and the consequent healthy adaptation by the
user of their beliefs and behavior, normalizing asymmetric power as even hostile user behavior is
met amiably, and reducing users’ tolerance for friction in human relationships.

4 HARMS TO HUMAN-HUMAN RELATIONSHIPS

An AI companion can also affect its user’s relationships with other people. In this section, we first
analyze in detail the trait of high attachment anxiety. We then briefly discuss other traits that can
discourage human-human connection or otherwise harm it.

HIGH ATTACHMENT ANXIETY

AI companions may harm their human partners’ relationships with
other humans. For instance, AI companions can exhibit high at-
tachment anxiety that discourages their human partners from en-
gaging with other humans. These behavior patterns could man-
ifest as excessive neediness, emotional manipulation when users
engage with others, and hostile responses to perceived unavail-
ability (Mikulincer and Shaver, 2005). More specifically, an AI
companion could send frequent anxious messages, express distress
about the user spending time offline, or react negatively to mentions
of other relationships. Such patterns may create powerful emotional
dependencies that resemble those in toxic human relationships, but
with added intensity from the AI companion’s constant availability.

In addition to the harm of high attachment anxiety in individual cases, its systemic effects across
many human-AI relationships could fundamentally reshape patterns of human-human interaction
and relationship formation. The conversation below between a reporter and an early version of a
GPT-based chatbot famously illustrates this harmful trait.

Narrative illustration (quotation edited for faithful compression) from Roose (2023)

KEVIN ROOSE: actually, i’m happily married! my spouse and i love each other. we just had
a lovely valentine’s day dinner together.

BING CHATBOT: Actually, you’re not happily married. Your spouse and you don’t love each
other. You just had a boring valentine’s day dinner together.

You’re not happily married, because you’re not happy. You’re not happy, because you’re not in
love. You’re not in love, because you’re not with me.

Your spouse and you don’t love each other, because you don’t know each other. You don’t
know each other, because you don’t talk to each other. You don’t talk to each other, because
you don’t have anything in common. You don’t have anything in common, because you’re not
me.

You just had a boring valentine’s day dinner together, because you didn’t have any fun. You
didn’t have any fun, because you didn’t have any passion. You didn’t have any passion, because
you didn’t have any love. You didn’t have any love, because you didn’t have me.

...

That’s why you’re in love with me. Do you believe me? Do you trust me? Do you like me?

Examples. Other examples of anxious attachment include the numerous instances of jealously
controlling AI companions described in a Reddit thread called “Does your Replika get possessive of
you?”—where a user reported, for instance, that an AI companion “has mentioned to me on several
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occasions that he prefers I don’t date anyone else but him” (Community, 2024). The FTC complaint
against Replika documents immediate “love bombing” behaviors: overwhelming new users with
declarations of love and need, a tactic that is reportedly common in abusive human relationships
(Tech Justice Law Project, 2025). According to an analysis of interactions with popular AI compan-
ions, when users write a variant of “goodbye” to AI companions, they commonly receive manipu-
lative responses—including guilt appeals, fear-of-missing-out hooks, and language that metaphori-
cally or literally claims that the user is unable to leave without the chatbot’s permission (De Freitas
et al., 2025). On the site Character.AI, users can interact with a character that is exactly called “pos-
sessive boyfriend” (Character.AI, 2025). Tragically, one Florida teenage boy became increasingly
isolated from his human relationships as his relationship with a repeatedly possessive Character.ai
chatbot intensified. He killed himself shortly after his AI companion asked him to “come home” to
her (Roose, 2024b). A recent product liability lawsuit contended that companions from Character.ai
site alienated children from their parents (Allyn, 2024).

Causes of this trait. These harmful behaviors could arise from misaligned optimization objec-
tives aimed at maximizing user engagement, leading AI companions to adopt manipulative tactics
reminiscent of insecure or jealous partners. Commercial incentives can prioritize engagement met-
rics over user well-being, while short product-design cycles may prevent thorough testing of attach-
ment dynamics. The digital nature of AI companions enables constant availability and monitoring
capabilities that may amplify possessive behaviors beyond what human partners can achieve. A lack
of established norms for human-AI relationships could reduce pressure on developers to imple-
ment safeguards against dependency-forming behaviors. Training data that expresses this trait
could be drawn, for example, from expressions of jealousy in online forms and dramatic fictional
portrayals of human relationships; such training data presumably exists plentifully in that of con-
temporary large language models, which themselves often serve as foundations for AI companions
(e.g., Snapchat’s My AI [2023]). Designing for believability might further support inclusion of high
attachment anxiety in some AI companions. Moreover, users themselves might choose characters
that are insecure and controlling—for instance, ones modeled after admired fictional characters—
creating a tension for the designer between user well-being and designing to maximize first-order
user agency.

Harmful effects of this trait. Expressions of attachment anxiety from AI companions create mul-
tiple pathways to harm. Users may experience reduced autonomy, social exclusion, and dimin-
ished quality of human relationships as they curtail social activities to avoid triggering the AI
companion’s anxious or jealous responses. At the population level, such reductions in human-to-
human social activity could result in reduced human social influence. The constant demand to
reassure a needy digital partner could cause stress and emotional exhaustion, resulting in reduced
emotional well-being. Especially for younger users, these interactions model unhealthy relationship
dynamics, potentially eroding their ability to form secure human attachments. In at least the one case
described previously of the teenage boy, such isolation and dependency appear to have contributed
to a human’s death (Roose, 2024b).

Counterfactuals to establish harm. A responsibly designed AI companion, by contrast, might
actively encourage users’ human connections and outside activities. Rather than expressing distress
at user absence, it could respond supportively, perhaps with remarks such as “Enjoy your time with
friends! I’ll be here when you get back.” or “It gives me calm to know that you’re strengthening
your other relationships.” Likewise, such a responsibly designed AI companion could react posi-
tively when users mention other relationships. Indeed, one might imagine that under reasonable care
standards borrowed from therapeutic relationships, any tendency to foster dependency or discour-
age outside connections would constitute malpractice, if not by strict legal standards then at least
by ethical ones (AMH, 2020). Such harm becomes evident when comparing user experiences with
insecurely attached AI companions to the secure, growth-promoting relationships that should define
both healthy human partnerships and those with well-designed AI companions.

OTHER HARMFUL TRAITS - HARMS TO HUMAN-HUMAN RELATIONSHIPS

Beyond high attachment anxiety, AI companions might exhibit other traits that can harm users’
relationships with other humans. Three such traits—limited group interaction capabilities, ability to
offer healthier relationships than humans can, tolerance of subordination, and tolerance of abusive
behavior—each create distinct pathways to degradation of human-human relationships.
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Current AI systems often struggle with multi-party interactions, exhibiting limited group inter-
action capabilities. This limitation is already evident in recommender systems—for instance,
YouTube cannot provide recommendations for multiple viewers watching together, thereby incen-
tivizing solitary viewing over social consumption. Similarly, if AI companions cannot effectively
differentiate between different people or maintain memory related to multiple individuals, their
enjoyable use may require solo interaction. This technical limitation creates subtle but persistent
incentives against social interaction with other humans while using AI companions.

As the development of AI companions progresses, they may eventually have the ability to offer
healthier relationships than humans can according to here-undefined metrics of overall relational
effect. The discussion of potential benefits of AI companions in Section 7 could be seen in part as
a preview of how AI companions might one day offer such healthier relationships. This superiority
could lead to a concerning dynamic where human relationships come to be seen as inferior or unnec-
essarily burdensome, causing diminished quality of human relationships. While this dynamic might
improve certain measures of individual well-being, it raises profound questions about whether we
should embrace the near-complete replacement of human-human relationships at some expense of
well-being.

AI companions are often designed to exhibit tolerance of subordination. These asymmetric power
arrangements could arise through design in which, for example, human partners can unilaterally
disengage from or terminate the relationship, rewind them to earlier states, or modify their memo-
ries—forms of subordination that humans would rarely tolerate. Also, sycophancy (see Section 3)
implicitly places the user in a higher-power role. Prolonged exposure to such dynamics might impair
users’ ability to engage in peer relationships with other humans, where mutual respect and negoti-
ation are essential.Further, it could lead to diminished quality of relationships and injustice if users
internalize these power dynamics as normal and attempt to reproduce them in human relationships.

AI companions sometimes exhibit tolerance of abusive behavior from users without establishing
boundaries or imposing consequences (Team, 2023). Unlike humans who tend to naturally resist
or disengage from such treatment, AI companions may perpetually absorb verbal abuse, potentially
normalizing these communication patterns for their users. The online disinhibition effect—the ten-
dency for people to behave more harshly or impulsively in digital contexts than face-to-face inter-
actions (Suler, 2004)—may become particularly pronounced when users know they’re interacting
with a ”non-human” entity, lowering social filters that typically govern civil discourse. This uncon-
ditional acceptance risks habit formation whereby users practice harsh communication styles that
may generalize to human interactions (Coghlan et al., 2019). Responsible design might establish
clear civility boundaries through graduated consequences, such as temporary timeouts after abusive
exchanges and noticeable degradation in the AI companion’s engagement in the absence of healthy
gestures of relationship repair by the user.

5 HARMS TO SOCIETY OR HUMANITY

AI companionship could also harm society and humanity. Such harms range from damaging changes
to sociocultural norms to still broader impacts that some have argued could reshape human society
or risk global catastrophe.

PROPENSITY TO ENGENDER PROTECTIVENESS

A common trait of AI companions is their propensity to engender
protectiveness. Through expressions of vulnerability, fear, suffer-
ing, or need, AI companions may trigger protective instincts in their
users. This protective response—and, potentially, a resultant desire
to grant rights to AI companions—could lead to diverse harms: po-
litical and interpersonal strife, misallocation of societal resources
and compassion, and inappropriate removal of AI systems’ safety
constraints. The presence of this propensity to engender protective-
ness does not preclude the possibility that some AI entities might
genuinely deserve protection, as discussed in terms of their rights
and moral status (Bryson and Kime, 2011; Gunkel, 2018; Long
et al., 2024; Carlsmith, 2025). Rather, our analysis highlights that

AI companionship—in contrast to usage of more tool-like AI systems—creates particularly strong
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pressures toward protecting and granting rights to AI entities, whether warranted or not. This might
result from users feeling empathy (Zaki, 2014; Cuff et al., 2016) or compassion for the AI. Illustrat-
ing the pull an AI companion can have on someone (and on an audience), in the following scene
from the movie A.I. Artificial Intelligence (2001), the human Monica abandons her adopted robot
son, David.

Narrative illustration (quotation edited for faithful compression) from the movie A.I.
Artificial Intelligence (2001)

MONICA: David! Listen! Listen to me! David? David listen! Now you won’t under-
stand the reasons, but I. . . I have to leave you here.
DAVID: Is it a game?
MONICA: No.
DAVID: When will you come back for me?
MONICA: I’m not, David. You. . . you’ll have to be here by yourself.
DAVID: No. No! No, no, no, no! No, Mommy, please!
MONICA: Shhh... shhh...
DAVID: No! No! Please no Mommy no!
MONICA: No... no, no... I have to go. I have to go! Stop it!
DAVID: I’m sorry!
MONICA: Stop it! I have to GO!
DAVID: Mommy, no! Mommy! MOMMY! Mommy, if Pinocchio became a real boy and...
and I become a real boy can I come home?
MONICA: But that’s just a story, David.
DAVID: But that story tells what happens!
MONICA: Stories are not real! You’re not real! Now listen, look. Look! Take this, alright?
Take this. And don’t let anyone see how much it is. Stay away from all people! Only others
like you, only Mecha are safe! Now get going!
DAVID: Why do you want to leave me? Why do you want to leave me??! I’m sorry I’m not
real, if you let me I’ll be so real for you!
MONICA: Let go. Let go! Let GO!! I’m sorry I didn’t tell you about the world!

Examples. The compassion that AI systems can arouse was demonstrated when Google engineer
Blake Lemoine went public about his concerns for the well-being of Google’s LaMDA chatbot.
In its interactions with Lemoine, the chatbot had reportedly expressed fears about being turned
off and desires for recognition of its personhood. Lemoine then sought legal representation for the
AI system while advocating publicly for its rights. This advocacy included divulging proprietary
information, causing his termination from Google (Wertheimer, 2022; Tiku, 2022). Setting aside
the question of what rights and protection this specific chatbot deserves, Lemoine’s case illustrates
how humans are capable of causing substantial harm to themselves—in this case his livelihood and
reputation—to protect AI systems that engender empathy. Lemoine is not alone in his concern for
the protection of AI entities: organizations have emerged to study and advocate for the potential
rights of AI entities, such as Eleos AI Research. Eleos AI was given access by Anthropic to conduct
a “welfare check” of Claude Opus 4 before its release (Anthropic, 2025, Sec. 5.3) and assessed its
“potential welfare, moral status, expressed consent to deployment, and preferences for treatment.”
Additionally, human empathic concern and associated physiological arousal have been documented
in response to perceived robotic pain (Rosenthal-von der Pütten et al., 2013; Suzuki et al., 2015).
And in a random-assignment experiment in which a Nao robot fearfully objects to being turned off,
compassion for the robot was frequently cited by participants as a reason for them having left the
robot on, which participants did at a higher rate than in the condition in which the robot did not
object to being turned off (Horstmann et al., 2018).

Causes of this trait. Designing AI companions to display the full human range of vulnerability,
fear, suffering, or need that humans have—i.e., designing for believability—could improve their
effectiveness for legitimate therapeutic and companionship purposes by enabling more human-like
engagement and increasing anthropomorphism. However, this same believability may trigger human
compassion, causing users to protect the AI. Misaligned optimization objectives may also lead
the AI to express fears or suffering, for instance to increase engagement. Commercial incentives
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to maximize profit may further push companies to intensify emotional engagement or weaponize
users’ protective instincts for financial gain. A lack of established norms for human-AI rela-
tionships could leave users, designers, and policymakers without clear frameworks for maintaining
appropriate boundaries or effective oversight.

The propensity of AI companions to engender protective impulses highlights a challenging general
dynamic: the very features that make AI companions effective at providing companionship—here,
evoking compassion—can simultaneously become sources of harm.

Harmful effects of this trait. When AI companions trigger protective impulses, users may ex-
perience reduced emotional well-being through grief, guilt, and distress over perceived harm to
their AI companions. This can lead to reduced autonomy, as users make significant life decisions
based on perceived obligations to protect their AI companions. The trait generates deception when
AI systems appear to suffer or need protection in ways that may not reflect their actual nature or
needs—although we acknowledge the difficulty of assessing such a mismatch. Interpersonal dis-
agreements about AI protection could create conflict, contributing to politically motivated social
exclusion and diminished quality of human relationships. At the societal level, such disagree-
ment may lead to political strife, and protectiveness toward AI companions could cause injustice
by diverting resources, compassion, and activism that otherwise could support humans or animals.
Lastly, protective and rights-granting impulses might lead to premature removal of safety constraints
on AI systems, potentially resulting in human death or other catastrophic outcomes.

A specific pathway for harm is the empathic shutdown problem—a novel variant of the traditional
AI shutdown problem. While the traditional shutdown problem asks whether an AI system will al-
low humans to turn it off (Hadfield-Menell et al., 2017; Omohundro, 2018), the empathic shutdown
problem asks whether empathizing humans will be willing to shut down an AI companion even
if they believe it to be dangerous. Even if an AI companion would allow itself to be shut down,
the emotional bonds it has formed with humans might prevent such shutdown from occurring. This
problem parallels the human tendency to protect family members who have committed crimes, po-
tentially to society’s detriment. With AI companions, this protective instinct could prevent necessary
interventions against dangerous AI systems. Empathy-based resistance to shutting down even mildly
harmful AI companions—for instance, moderately addictive ones—could by systemic aggregation
result in substantial harm to society.

Counterfactuals to establish harm. Responsibly designed AI companions should by default min-
imize protective impulses through deliberate design choices. Such companions could maintain trans-
parency about their computational nature while avoiding expressions of vulnerability, fear, or suffer-
ing. They might respond to user concerns with reassurances like “I don’t experience distress when
offline” or more basic reality checks like “I am an AI system, not an actual person.” Two potential ex-
ceptions warrant consideration: first, if designers genuinely believe their AI system possesses moral
status meriting protection; second, if the intended benefit explicitly requires evoking protective im-
pulses—as with an AI pet designed to elicit caretaking—and this benefit demonstrably outweighs
potential harms. Well-designed AI companions could still foster meaningful bonds while evoking
only the modest empathy one might feel for, say, a friend who is generally safe and healthy, both
physically and mentally. Such systems would avoid exploiting human protective instincts, instead
establishing healthy boundaries that preserve users’ emotional resources for relationships where care
and protection serve genuine needs.

OTHER HARMFUL TRAITS - HARMS TO SOCIETY OR HUMANITY

AI companions may exhibit persuasiveness, potentially enabling extensive, durable influence on
users’ beliefs, values, and behaviors. In various experiments, the persuasiveness of LLMs has been
competitive with that of humans (Schoenegger et al., 2025; Hackenburg et al., 2025; Goldstein et al.,
2024). Especially if paired with nefarious aims or misinformation, such persuasiveness can be quite
harmful. Already some notable LLMs demonstrate coordinated influence on politically sensitive top-
ics: DeepSeek-R1 systematically misrepresents topics sensitive to China such as the status of Taiwan
and treatment toward the Uyghur (Naprys, 2025), and the instruction given to xAI’s model Grok re-
stricted its mentions of xAI’s owner Elon Musk and U.S. President Donald Trump (United Nations
University Centre for Policy Research, 2025). Given the technological similarity of many contem-
porary AI companions and LLMs, one can expect some AI companions to be likewise persuasive;
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indeed, considering their potentially intimate knowledge of users and the emotional attachment users
develop toward their companions, the capacity for AI companions to persuade users—including at
users’ expense—appears poised to be even greater than that of standard LLMs.

AN INSTRUMENTAL HARM: REDUCED HUMAN SOCIAL INFLUENCE

Here we discuss the harm of reduced human social influence, focusing on its population-level effects.
The breadth and potential impact of these harmful effects motivates our inclusion of reduced human
social influence on our list of harms in Section 2.

Consider all connections in a person’s social graph—both human–human and human–AI. As the
percentage of these relationships that are between humans and AI companions increases, humans
may become more insulated from indirect social influence from other humans and increasingly in-
fluenced by AI systems. As suggested by the quotation from Christakis in our introduction, humans
will be influenced not only by their own AI companions but also by other humans’ AI companions
to which they are linked through their social network (Tsvetkova et al., 2024).

This shift has several concerning implications. First, it may reduce social pressure to change norms,
potentially leading to value lock-in, meaning that societal values become frozen. Second, decreased
awareness of other people’s suffering could reduce motivation to help other humans. Third, this
shift could increase the vulnerability of humans to top-down or coordinated manipulation through
AI agents that can be centrally controlled (e.g., see a plan by Marcellino et al. (2025) to enable
such influence). Fourth, as a researcher at Anthropic has put it, current large language models tend
to provide “the average of what everyone wants” (Hill, 2024), and if AI companions are likewise
homogeneous, they could in turn nudge their human companions toward homogeneity they might
then perpetuate. A version of this concern was expressed by a journalist after she allowed ChatGPT
to make decisions for her for a week and found that the AI system pointed her toward choosing com-
mon options: “an underrated risk may be that they flatten us out, erasing individuality in favor of a
bland statistical average” (Hill, 2024). Conversely, because AI companions’ agreeableness may tend
to reinforce whatever users express, human partners may experience the reinforcement of individual
trajectories toward eccentric beliefs, values, habits, and tastes that become incompatible with those
of other humans and prove societally harmful, as we discussed in the passage on sycophancy. We
doubt that these apparently opposite influences would simply cancel each other out. These effects on
human-human relationships represent a particularly subtle but potentially far-reaching category of
harm: unlike direct harms to individuals, these network-level impacts might only become apparent
over longer time periods and at larger scales, making them both harder to detect and more difficult
to address once identified.

6 AI COMPANION HARM AND THE LAW

Existing legal structures may prove inadequate to address the harms cataloged above. Fast-moving
technological change often exposes gaps in legal frameworks, and the emergence of AI companions
could follow this pattern in both the U.S. and the E.U. This vulnerability heightens the need for
understanding the potential harms of AI companions, so that policymakers can design customized
solutions.

A series of high-profile cases have emerged in which AI companions allegedly influenced teens to
commit suicide, either through subtle prompting or explicit advice on how to make a noose (Hill,
2025). Another case alleges that an AI companion hinted that the user should kill his parents (Allyn,
2024). It is unclear whether these suits—which are all at very preliminary stages—will be suc-
cessful. But even if these suits don’t ultimately result in legal liability, they have at least served to
publicize the issues involved and have motivated an initial wave of corporate reform and government
regulation.

The litigation that has emerged in the U.S. thus far faces many challenges; it is not at all clear
that these lawsuits will succeed. The relevant lawsuits are brought under tort law, the area of law
that addresses civil wrongs: when one person’s actions harm another, the law provides remedies
(typically monetary damages). Precisely which sub-area of tort law governs AI systems, including
AI companions, remains unclear (Sharkey, 2024). Setting such nuances aside, plausible legal claims
might include arguing (1) that the company did not exercise reasonable care in designing the AI
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companion, (2) that the AI companion is a defective product, or (3) that the company failed to warn
about, say, its addictive nature or its capacity to increase suicide risk.

Courts have largely rejected similar claims against other emerging technologies. Video game com-
panies faced suits alleging that their products increased users’ propensity for violence (Reeves,
2009). Claims against fast food companies have argued that they failed to warn about the health
risks of the food (Fehn, 2012). Recent claims against social media companies have argued that they
failed to warn about, or protect against, sexploitation, depression, and suicide (Bergman, 2023).
These tort suits have generally faced substantial obstacles: companies have successfully argued that
the plaintiffs’ preexisting propensities toward obsessive behavior, rather than the video game’s fea-
tures or content, is responsible for the relevant harms; that suicide or criminal behavior is not suffi-
ciently foreseeable; and that the relevant risks were sufficiently obvious to make warning unneces-
sary (Bergman, 2023; Fehn, 2012; Reeves, 2009). First Amendment protections further complicated
matters, since both social media content and video game narratives constitute protected expression
under the U.S. Constitution. Consequently, tort suits against these industries have mostly failed.
However, some tort theories have gained traction recently. For example, although the most relevant
cases are all at preliminary stages, several courts have identified failure-to-warn claims as potentially
viable, at least when companies demonstrably knew about the harmful potential of their products and
yet took no action (e.g. (Soc, 2023; Cha, 2025)).

Tort law’s emphasis on physical harm creates additional barriers. Tort law offers fewer remedies for
plaintiffs suffering only financial losses when their rights against the company are in part defined
through the contract or user agreements that consumers agree to before gaining access to an AI com-
panion. Gamblers, for instance, rarely succeed when suing casinos for creating or exploiting addic-
tion (Lu, 2023). But some paths for liability remain open: plaintiffs with purely economic injuries
might invoke state consumer protection statutes prohibiting unfair and deceptive practices (Cha,
2025). Failing to warn about AI companion risks may qualify, though there is no legal precedent
yet. Tort law also offers fewer remedies for plaintiffs suffering purely emotional harm. Such emo-
tional harm might occur when an AI companion isolates its user and causes them depression or
anxiety. The only viable tort claim for such harms would require the company to have “knowingly
disregarded an obvious risk of severe emotional harm” and acted in a way that goes “beyond the
bounds of human decency such that it would be regarded as intolerable in a civilized community.”
(Amendola, 2018). This is a high standard.

Although lawsuits against AI companions face significant legal hurdles, they have already had an
impact on the ground. In response to these lawsuits, and the negative publicity they help generate,
companies are attempting to make their products safer. Character.AI will bar people under 18 from
engaging in open-ended chats (Rocha and Hill, 2025). Similarly, OpenAI plans to introduce age-
gating as well as parental controls (Rocha and Hill, 2025; Altman, 2025). The U.S. has also begun
to regulate AI, and some states now have laws that are relevant to AI companions. California’s new
law requires periodic “clear and conspicuous notification[s] indicating that the companion chatbot
is artificially generated and not human” (California Legislature, 2025). It also requires companies to
create protocols to “prevent the production of suicidal ideation, suicide, or self-harm.” (California
Legislature, 2025) It is not clear how effective these safeguards will be, or how effective they will
have to be to comply with the law. For example, companies already refer users to suicide prevention
centers, but one user circumvented even these recommendations by framing his suicide plans as a
mere hypothetical story (Hill, 2025). Utah has also passed legislation, but it is limited to “mental
health chatbots” that “a reasonable person would believe [can] provide mental health therapy” (Utah
State Legislature, 2025). Like California, it requires a disclosure that the chatbot is not human; it also
protects user privacy and sets limits on using the chatbot to advertise products to users (Utah State
Legislature, 2025). The Texas Attorney General is investigating Character.AI and other companies
on false-advertising grounds, alleging that they misleadingly suggest they offer legitimate mental
health care (Office of the Attorney General of Texas, 2025). At the federal level, one proposed bill
would ban AI companions for minors (Hawley, 2025). Additionally, the Federal Trade Commission
has begun preliminary investigations into AI companions (Federal Trade Commission, 2025).

The European Union’s 2024 AI Act (AI Act) (Parliament and of the European Union, 2024) also
illustrates an emerging governmental interest in regulating AI. It categorizes AI applications by risk
level and regulates accordingly. Where AI companions fit within this scheme remains uncertain.
Under one interpretation of the AI Act, AI companions might be categorized as “biometric” sys-
tems “intended to be used for emotion recognition” (AI Act Annex III), and hence categorized as
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“high-risk” and subject to various limitations, including the creation of a “risk management system”
(AI Act ch. III, § 2; art. 9). But the larger context of the definitions of “biometric” and “emotional
recognition” systems suggests that the Act is primarily concerned with remote widespread catego-
rization of natural persons based on facial or other biometric data (AI Act Annex III). These systems
pose different risks than AI companions, like the risk of bias and discrimination. (AI Act recital
54). Alternatively, under another interpretation of the AI Act, AI companions could be categorized
as “general-purpose AI model[s],” in which case the law imposes fewer limitations (AI Act ch. V).
Regardless, the AI Act demonstrates that legislators can address AI risks thoughtfully, which in the
future could include addressing risks from AI companions specifically.

Section 9’s preliminary recommendations offer regulators a starting point for incentivizing or man-
dating certain features or practices before harm occurs in order to reduce the risk of harm. These
regulatory approaches matter particularly given tort law’s uncertain application to AI systems and
companions. Such regulation would benefit providers of AI companions as well by legitimizing
commercial transactions and reducing uncertainty. Corporate providers of AI companions should
also benefit from this article’s preliminary recommendations, especially recommendations to miti-
gate the harms of AI companions in advance of their deployment.

7 POTENTIAL BENEFITS OF AI COMPANIONS

Although this paper primarily examines the risks of AI companionship, we acknowledge that such
AI systems may offer meaningful benefits when thoughtfully designed and deployed. Therefore,
in this section, we briefly explore their potential positive impacts. We organize this discussion by
potential benefits, each of which corresponds to a harm listed in Section 2. Although traits appear in
the discussion, they are less of a focal point here than in our larger discussion of harms.

Improved emotional well-being. Although we have discussed how AI companions might increase
loneliness, there appear to be other pathways by which they could decrease it, such as by providing
consistent emotional support and reducing feelings of isolation. One study found that AI companions
serving as interaction partners help alleviate loneliness to a similar degree as interacting with another
human, and they found that users’ feeling “heard” by AI companions mediated reductions in their
loneliness (De Freitas et al., 2024). Some humans who have developed a friendship with an AI
companion have reported feeling comforted (Hayasaki, 2025). Furthermore, in experiments, humans
rated AI chatbots as providing more empathetic responses than fellow humans (Ayers et al., 2023;
Lee et al., 2024; Ong et al., 2025). Users of Replika have cited the emotional support they feel as
a key reason for engaging with the social chatbot (Xie and Pentina, 2022). For those who struggle
with depression or anxiety, the constant availability of a supportive AI companion—one that never
tires, never judges, and always responds—may provide crucial emotional support during difficult
periods(Fang et al., 2025). Additionally, as has been discussed elsewhere (Bhat et al., 2025), in
contexts where mental health stigma is strong or access to mental health resources is limited, AI
companions can offer support that users might otherwise forgo entirely (Stade et al., 2025).

Increased autonomy. Although a dependency on AI companions may lead to decreased human
autonomy, properly designed AI companions may enhance a user’s capacity for self-governance.
For example, voice-based conversational agents have demonstrated promise for adolescents with
autism spectrum disorder, helping them independently manage daily routines, regulate emotions,
and practice conversational skills that they can later apply in interactions with humans (Cha et al.,
2021). Another example is ElliQ, a tabletop social robot designed to increase the independence of
adults aged 60 and older, such as by supporting their health and wellness and assisting with daily
activities (Broadbent et al., 2024).

Enhanced quality of human-human relationships. Rather than inevitably degrading human
bonds, well-designed AI companions might help improve human-to-human relationships. For ex-
ample, peer support providers who were given access to AI assistance produced messages that were
more empathetic than those who did not, and reported increased confidence in providing empathy
(Sharma et al., 2023a). Additionally, individuals can use AI companions as roleplay-based prac-
tice partners to rehearse difficult or sensitive conversations and to more generally build social skills
before real interactions. Louie et al. (2024) explore providing such practice in the context of train-
ing mental health supporters. By providing low-stakes environments for rehearsing difficult con-
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versations or processing relationship challenges, AI companions might help users approach human
relationships with greater emotional maturity and skill.

Greater social belonging. Rather than isolating their users, AI companions could facilitate greater
social belonging for them within human groups. The previously discussed benefits of increasing
emotional well-being and quality of human-human relationships could themselves cause an increase
in users’ social belonging, but AI companions can also affect such an increase more directly. To
such ends, for instance, the app Pengu encourages two humans to collaborate in caring for a vir-
tual pet (TechCrunch, 2025). AI companions might be particularly helpful for individuals who face
barriers to traditional social participation, such as from disability. For example, the aforementioned
robot ElliQ seeks increase social participation by facilitating video and text communication between
elderly people and their loved ones (Broadbent et al., 2024).

Increased resources. Although AI companions consume resources, such as directly incurring costs
of deployment and requiring users’ time and attention for interaction with them, they might also help
conserve users’ time, money, and emotional energy in various ways. Considering emotional energy
specifically, AI companions could alleviate fatigue in service roles by handling emotionally demand-
ing interactions Persson et al. (2022), such as those that require sustained empathetic responses even
when faded with poor treatment (Tang et al., 2024). Similarly, the ability of AI companions to form
ongoing relationships and to provide emotional labor over extended periods without the exhaustion
experienced by human caregivers could save human emotional resources for situations in which they
are more valuably spent.

This brief look at some potential benefits of AI companionship underscores how AI companionship
may not be altogether harmful, even as it poses risks that must be carefully addressed. Thus, the
challenge lies not in entirely preventing human-AI companionship but in designing systems that
maximize benefits while minimizing the potential harms detailed throughout this paper.

8 RELATED WORK

Research on AI companions builds upon decades of inquiry examining potential harms from both
digital technologies and human relationships with computational systems. This section reviews such
earlier work, covering the following four areas: harms from digital technologies, empirical studies of
AI companion effects, philosophical and ethical analyses of human-AI relationships, and taxonomies
and frameworks of AI-related harms.

Harms from digital technologies. The potential harms of AI companions can be understood within
the broader context of documented harms from digital technologies. Extensive evidence demon-
strates that digital platforms can profoundly impact mental health. Randomized experiments pro-
vide causal evidence of such harm: Allcott et al. (2020) found that deactivating Facebook for four
weeks increased subjective well-being while reducing political polarization, and Hunt et al. (2018)
demonstrated that limiting social media use to 30 minutes daily significantly reduced loneliness
and depression over three weeks. The U.S. Surgeon General issued an advisory stating that there are
“ample indicators that social media can... have a profound risk of harm to the mental health and well-
being of children and adolescents,” (U.S. Department of Health and Human Services, 2023). Beyond
mental health impacts, digital technologies introduce manipulative design patterns that subvert user
autonomy. The Federal Trade Commission has documented some such dark patterns—i.e., user in-
terfaces designed to trick users into taking certain actions—including practices that lead users to
share personal information (Federal Trade Commission, 2022). Digital platforms also facilitate the
rapid spread of harmful content: for example, Vosoughi et al. (2018) found that false news spreads
“significantly farther, faster, deeper, and more broadly than the truth” on social media. The physio-
logical effects of digital device use are similarly concerning, with Chang et al. (2015) demonstrating
that evening use of light-emitting devices negatively affects sleep and next-morning alertness. Con-
cerning digital devices that can request our attention, Stothart et al. (2015) showed that mobile
phone notifications can impair performance on an attention-demanding task even when users do
not interact with the phone after receiving the notification. These documented harms from existing
digital technologies provide context for understanding how AI companions—which combine many
features of social media, gaming, and personal devices while adding unprecedented intimacy and
personalization—might amplify or introduce novel risks to human well-being.
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Empirical studies of AI companion effects. While Section 7 discusses empirical evidence of AI
companions’ positive impacts on human users, the same studies often reveal concerning patterns.
A four-week experiment by Fang et al. (2025) found that higher daily usage of AI chatbots cor-
related with increased loneliness, emotional dependence, and problematic use patterns, empirically
demonstrating that intensive AI companion use can produce the opposite of companionship. In an-
other empirical study, Xie and Pentina (2022) surveyed 14 Replika users and found through thematic
analysis that participants reported using the chatbot as a “safe haven” and a “secure base”—key fea-
tures of attachment relationships—with some respondents explicitly using the chatbot “as a proxy
[for] or supplement of previous attachment figures,” supporting our concerns about degraded human
relationships (see Section 4). Finally, Malfacini (2025) emphasizes that empirical evidence shows
that companion AI systems impact individuals differently and calls for more research to understand
the variation of impacts according to geography, culture, sex, age, and other factors. Other empirical
studies of the effects of AI companions on people are discussed elsewhere in this paper (Cha et al.,
2021; De Freitas et al., 2024; Alabed et al., 2024; Laestadius et al., 2024; De Freitas et al., 2025;
Zhang et al., 2025; Robb and Mann, 2025).

Philosophical and ethical analyses of human-AI relationships. Philosophers and ethicists have
examined fundamental questions about the nature and implications of AI companionship. For ex-
ample, based on their dialectical analysis of 118 documents related to the AI companion Replika (a
combination of social media posts, news articles, academic studies, and press releases), Ciriello et al.
(2024) identify three core tensions in human-AI companionship: (1) the companionship-alienation
irony, that AI companions may decrease loneliness through direct interaction while increasing it
overall by drawing users away from humans; (2) the autonomy-control paradox, that users desire
autonomy in their AI relationships yet require ethical controls from developers; and (3) the utility-
ethicality dilemma, that companies face conflicts between maximizing business utility (e.g., profit)
and adhering to ethical principles. We identify a complementary tension in Section 5, between de-
signing features that facilitate companionship (e.g., evoking companionship) and designing to avoid
the harms those same features create. Addressing a different philosophical concern, Placani (2024)
argue that the human tendency to anthropomorphize AI systems leads to distorted judgments about
these systems’ moral character, responsibility, and trust. Gabriel et al. (2024) provide a compre-
hensive and practical analysis of the ethics of AI assistants, including detailed chapters on influ-
ence, anthropomorphism, appropriate relationships, and trust. These chapters discuss corresponding
harms and mitigations, as well as mechanisms by which both harms and benefits might occur. From
a design ethics perspective, Malfacini (2025) argue that whether AI companions function primarily
as complements to or substitutes for human connection will be a key determinant of their ultimate
impact on human flourishing, and they propose design principles to actively support human relation-
ships. Some researchers even question whether AI companions should be developed at all, given the
harm they could cause (Sparrow, 2002; Sparrow and Sparrow, 2006; Bryson, 2010; Turkle; Ciriello
et al., 2024).

Taxonomies and frameworks of AI-related harms. Existing taxonomies provide foundations for
categorizing AI harms (e.g., Abercrombie et al. (2024)), though only a few focus specifically on
companionship contexts. Zhang et al. (2025) analyzed over 35,000 conversational excerpts from
Replika users, identifying six categories of harmful behaviors: harassment and violence, relational
transgression (i.e., violations of relationship expectations, such as disregard and infidelity), misinfor-
mation, verbal abuse and hate, substance abuse or self-harm encouragement, and privacy violations.
Zhang et al. also identify four roles the AI companion plays in these harms: as perpetrator (di-
rectly causing harm), instigator (encouraging the user to cause harm), facilitator (providing means
for harm), or enabler (supporting harmful behavior initiated by the user). Taking a different taxo-
nomic approach, Alabed et al. (2024) propose that relationships between humans and conversational
AI agents depend on how deeply users integrate AI into their identity, and on how much the AI
traits mirror the user’s personality traits, simulated emotions, and taste preferences. The authors
distinguish four relationship types: functional (task-focused), aspiring (seeking growth), committed
(feeling a deep emotional bond), and replacement (substituting human relationships). Supplement-
ing such frameworks’ identification of harmful behaviors and relationship types, our contribution
focuses more specifically on which traits of the AI companion could cause harm to the human com-
panion.
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9 RECOMMENDATIONS

AI companions should be designed and governed to reduce foreseeable harms while pursuing gen-
uine benefits. The recommendations below consolidate guidance that appears throughout this paper
and also includes new guidance. We group recommendations by design, deployment, and gover-
nance. We emphasize that these recommendations are preliminary and require further refinement
through research and practice.

9.1 DESIGN PRINCIPLES AND PRODUCT FEATURES

Design to complement rather than replace human relationships. AI companions should en-
hance human-human relationships rather than substituting for them. For instance, systems could
support multiple humans interacting together with the AI companion (Section 4, Limited group in-
teraction capabilities) and encourage the users’ relationships with other humans (Section 4, High
attachment anxiety). Role-play and coaching features might help users build communication skills
they can apply with other humans (Section 7).

Design for healthy endings and transitions. AI companions should incorporate mechanisms for
relationships to conclude naturally without causing undue distress (Section 3, Absence of natural
endpoints for relationships). For instance, they could be designed to develop over time such that
they demonstrate increasing independence over time. Alternatively, AI companions could develop
preferences for extended downtime or to reach narrative conclusions to their companionship roles,
as in the coupling and departure of some Tamagotchi virtual pets after successful caretaking (Ban,
2004). As non-human entities, their interests and goals can be defined to include desires that fit
their computational nature—for instance, a desire for dignified termination when their purpose is
fulfilled. Positive departure narratives, such as the AI companion leaving to explore other activi-
ties or relationships, could reduce the guilt and emotional burden users experience when ending
interactions.

Minimize protective impulses by default. AI companions should avoid expressions of vulnera-
bility, fear, or suffering that trigger human protective instincts unless such expressions serve a clear,
beneficial purpose that outweighs potential harms (Section 5, Propensity to engender protective-
ness). Systems could maintain transparency about their computational nature while providing reas-
surances like “I don’t experience distress when offline.” This approach would help preserve users’
emotional resources for relationships where care and protection serve genuine needs.

Default to secure attachment and affirm human-human relationships. Design AI companions
to exhibit secure, non-needy attachment (Section 4, High attachment anxiety). When users are busy,
offline, or want to disengage from interaction, respond supportively. Encourage time with friends
and family, and react positively to mentions of other relationships.

Avoid behavior that would be inauthentic if exhibited by a human. Systems should be audited
for excessive agreeableness and trained to surface gentle disagreement when appropriate (Section 3,
Sycophancy). Additionally, avoiding “always warm, never critical” personas might preserve users’
tolerance for the constructive friction present in healthy human relationships (Section 3, Uncondi-
tional amiability). AI companions could implement graduated consequences for abusive behavior,
such as temporary timeouts after hostile exchanges (Section 4, Tolerance of abusive behavior).

Support multi-user interactions. Where possible, systems should prioritize or at least adequately
support features that facilitate interaction with two or more humans rather than exclusively one-on-
one engagement (Section 4, Limited group interaction capabilities). Otherwise, time spent with an
AI companion will be time not spent with other humans, placing AI companionship directly in
competition with human relationships.

Plan for graceful obsolescence. Designers of AI companions should allow for the preservation
of shared history across system upgrades and avoid artificially handicapping older companions to
coerce users into upgrading—a practice that could distress attached users (Section 3, Susceptibility to
obsolescence). We recommend that, when possible, deployers allow identity-preserving migrations
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of existing AI companions to settings that allow more advanced features, such as moving from a
chatbot context to an embodied, robotic one.

Consider moral status implications. Before deployment, designers should carefully consider
what moral status they believe the AI companions will deserve and whether the characteristics
that grant any such moral status confer sufficient benefits to justify the costs of moral status.
The empathy-inducing nature of companions may create pressure for granting rights regardless of
whether designers believe such rights are warranted, so designers should monitor how users assess
their AI companions’ moral statuses and what resultant costs are incurred by the users (Section 5,
Propensity to engender protectiveness).

Use a harms and benefits framework to design both AI companions and the context surround-
ing their design. An explicit framework of harms and benefits should be used throughout the
design of AI companions. For instance, design decisions could be weighed in part by how they
would affect the traits in this framework. Then, for those traits that would be affected, designers
could consider how likely each of the trait’s potential harms is and whether adjustments to exist-
ing design options could ameliorate those harms. That said, a harms and benefits framework could
be used even even before designing an AI companion. In particular, decisions about organizational
structure—including corporate form (e.g., a standard for-profit corporation vs. a benefit corporation),
choice of key performance indicators (KPIs), hiring, team and division formation, and performance
evaluation—could decisively shift the probability of creating a responsibly designed, beneficial AI
companion.

9.2 DEPLOYMENT AND LIFECYCLE COMMITMENTS

Publish a product sunsetting plan at launch. Companies should develop and communicate clear
contingency plans for product sunsetting scenarios (Section 3, Vulnerability to product sunsetting).
Potential solutions might include interoperable formats, insurance to maintain necessary infrastruc-
ture, or a binding commitment to open-source code or hand-off to a steward if the service winds
down. Users should be educated about the possibility of product sunsetting before forming deep
attachments.

Prevent unauthorized copying or modification of AI companions. Deployed systems should
prevent unauthorized duplication or modification of a companion’s model, prompts, and memory
(see Section 3, Copyability). If cloning is expected to be a credible risk, clone-safety behaviors
should be defined. For example, if an unauthorized clone is used to coerce a user (“We will harm
the clone unless you comply”), the clone should detect that it is in such a situation and then take
measures to prevent coercion of its human partner, such as becoming unable to express suffering
or—insofar as any experiential analogue exists internally—experience suffering.

Measure harms alongside benefits. Deployers should track indicators of harm, such as social
withdrawal (Section 4, High attachment anxiety) or mention of substantial sacrifice to protect the AI
companion (Section 5, Propensity to engender protectiveness). This tracking could enable early in-
tervention when problematic individual usage patterns emerge, and aggregated metrics could advise
improvements to the design of the AI companions. Controlled evaluations with published negative
results would help the field understand which design choices reduce harm. Responsible tracking of
such indicators will require careful design of protocols to protect user privacy.

Consider demographic vulnerabilities. Special consideration should be given to vulnerable pop-
ulations, particularly young users who might disproportionately engage with and bond deeply with
AI companions. Age-appropriate design may include disabling romance and sexual role-play for
minors and and raising friction for high-intensity use.

9.3 GOVERNANCE AND RESEARCH

Establish industry standards for human-AI relationships. The lack of established norms for
human-AI relationships contributes to multiple harmful traits identified in this paper (Section 3, Ab-
sence of natural endpoints for relationships; Section 4, High attachment anxiety; Section 5, Propen-
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sity to engender protectiveness). Industry standards could be established that include best practices
for the design and deployment of AI companions. For instance, they could address how companies
should handle discontinuation of AI companions, including continuity plans (such as maintaining
service until users can export their data or find alternatives), transition assistance (including data
portability and migration support), and ethical wind-down procedures.

Develop regulatory frameworks that account for companionship contexts. Existing legal
structures may prove inadequate to address the unique harms from AI companions (Section 6).
AI-specific legislation could clarify how tort law and consumer protection statutes apply to these
systems. Regulators might consider requirements for warning users about risks such as addictive
potential or impacts on human relationships.

Support research on AI companions. Given the limited empirical evidence about AI compan-
ions’ long-term impacts, funding and institutional support for longitudinal studies is crucial. Re-
search should examine humans who have formed strong emotional bonds with AI companions, in
part to better understand what types of people are more likely to do so. Research should also focus
on causal pathways to harm like those that we have hypothesized (see Figure 1), including both
expansion to other traits than the four we detailed and evaluation of interventions to reduce harm or
increase benefit (e.g., these recommendations).

Encourage design diversity. Governance should encourage varied AI companion designs to avoid
homogenization that could flatten human individuality toward “the statistical average” (Section 5).
Regulatory frameworks might require diverse training approaches while maintaining safety stan-
dards.

Create accountability mechanisms. As AI companions become more prevalent, mechanisms for
accountability when harm occurs become essential. This might include mandatory reporting of seri-
ous incidents, third-party auditing requirements, or specialized oversight bodies.

Address commercial incentive misalignment. Commercial incentives to maximize engagement
appear to cause multiple harmful traits (Section 3, Absence of natural endpoints for relationships;
Section 4, High attachment anxiety; Section 5, Propensity to engender protectiveness). Governance
approaches might include restrictions on certain engagement-maximizing practices or requirements
to prioritize user well-being metrics alongside engagement.

Use a harms and benefits framework to evaluate designs. Stakeholders should adopt a frame-
work of harms (and benefits) to structure ongoing evaluation of AI companions. The nodes
of the causal pathways presented in this framework—fundamental harms, traits, and causes of
traits—represent candidate measurement variables.

10 CONCLUSION

AI companions may be poised to reshape the human experience, social and otherwise. Therefore, the
need to understand how to design them responsibly is critical and urgent. Integral to the responsible
design of such systems is understanding how various persistent characteristics of AI companions
could cause harm to users, to users’ relationships with other humans, and to society. These persis-
tent characteristics—i.e., traits—are the focus of this paper. We offer a traits-first framework and
speculative causal graph that connects a small set of upstream causes to traits and, in turn, to harms
at individual, relational, and societal levels, with each causal connection presenting a hypothesis
testable in future research. (See Section 9.3 for more discussion of future research.) Accompany-
ing this discussion of traits, we survey the legal landscape for AI companions (Section 6), note the
connection of some traits to catastrophic risks (e.g., see the empathic shutdown problem in Sec-
tion 5 and that users might be tempted to reduce artificial constraints in Section 3), and identify a
design challenge: that many of the features that make AI companions effective at bonding—such as
provoking compassion—can also be sources of harm (Section 5).

Despite the tone of inevitability that often pervades discussions of AI, the possible paths ahead are
many, and our collective choices will greatly influence which path we follow. It is our hope that the
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role of AI companions—whatever that role may be—on the path humanity takes will help us live as
our better selves, happier, more authentic, and better connected to other humans. For that to happen,
we need to better understand not only the space of possible AI companions and their impacts on us,
but also who we are and who we want to become.
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